Virtualization Standards for Business Continuity: Part 4


This is the fourth of a series of articles defining the policies, guidelines, standards, and procedures that provide the foundation of  a virtualized environment, thus enabling business continuity, disaster recovery, and high availability, with an emphasis toward Return On Investment (ROI).

The focus of this article is to present a shell script that provides the HTML report generator for the web based reporting mechanism discussed in the previous article in this series, which presented the data gathering portion of the reporting mechanism.

The data gathering script “gethmcdata.ksh” captures frame, LPAR, slot, and virtual I/O information from an HMC and stores that information to a directory on the system where the script was executed.  The HTML report generator script, “processdata.ksh”,  reads the data gathered from one or more HMC's, and automatically generates web based documentation.  This documentation is saved to a local directory on the system where the script was executed.

These reports provide configuration documentation for all physical and virtual resources assigned to all systems managed by one or more HMC's.  Together, these scripts provide system administrators with the ability to automate the gathering of configuration information, as well as automating the process of document generation.  The existence of documents that provide detailed information for system configuration is essential to operating an organization under a business continuity mentality.

The reason for automating this process is again, business continuity.  In order to ensure that an organization has the ability to conduct business, accurate and up-to-date configuration information must be available to system administrators, security administrators, management, auditors, and regulators.  Automation ensures this information not only exists, but is up-to-date as well, and frees the system administrator to perform other tasks.  The job description of any system administrator should include as a primary duty, to automate any task that can be automated, and documentation should be at the top of that task list.

Note to editor:  Please insert the script named “processdata.ksh” here.

To view the user configurable options of the script “processdata.ksh”, execute the script with the “-?” option:



./processdata.ksh -?

The HTML based report pages generated by this script are, by default, stored in the directory “/tmp/htmldata”.  This location is configurable by the command line option “-w”.  If this script is executed on a web server, the report files can be written to a document directory where they can be presented by a web server.  Otherwise, these files will have to be copied to the intended web server.  When executing the script “processdata.ksh” in verbose mode (-v), it is common to see the message “Invalid data line”.  This is not an error, it just means the frame was not configured for the parameters the script was working on.

One of the available options is “-M” and provides “menugen compatibility mode”.  The script “menugen” is an automated web site generator which provides the ability to standardize the look-and-feel of all managed web pages.  A full description of “menugen” is beyond the scope of this article, but will be discussed in a later article.

The Business Continuity policies, guidelines, standards, and procedures to be learned from this article are as follows:

Policies:

· Automated document generation shall be included as a goal in all system administration efforts.

Guidelines:

· All HMC's should have remote access enabled for administration purposes and to aid in automation programming.

Standards:

· The script “processdata.ksh” provides a standard for how the HMC data will be gathered, assembled, and presented.

Procedures:

· The “processdata.ksh” shell script provides an automated procedure for gathering, assembling, and presenting data that identifies all physical and virtual adapters assigned to all VIO servers and client LPAR's. 

The next article in this series will discuss procedures for allocating  physical and virtual storage on the VIO server for use by the client LPAR's.  The client LPAR's will utilize this storage as operating system boot disks, database and application storage.
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